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Copyrights and Legal Issues
Copyrights vary depending on the source of the content. Please refer to the copyright information at the
bottom of each article.

Every effort has been made to give proper attribution to all source material. If you notice any source material

that is not properly attributed, however, please notify us1.

Legal Marks
The following are registered in the U.S. Patent and Trademark Office by Carnegie Mellon University:

• ®CERT

• ®CMM

• ®Capability Maturity Model

• ®CMMI

• ®Capability Maturity Model Integration

Copyright Statements
Documents on this site are covered by one or more of the following copyright statements:

Carnegie Mellon Copyright
Copyright © Carnegie Mellon University 2005-2010.

This material may be reproduced in its entirety, without modification, and freely distributed in written or
electronic form without requesting formal permission.  Permission is required for any other use.  Requests

for permission should be directed to the Software Engineering Institute at permission@sei.cmu.edu1.

The Build Security In (BSI) portal is sponsored by the U.S. Department of Homeland Security (DHS),
National Cyber Security Division. The Software Engineering Institute (SEI) develops and operates BSI. DHS
funding supports the publishing of all site content.

NO WARRANTY

THIS MATERIAL OF CARNEGIE MELLON UNIVERSITY AND ITS SOFTWARE ENGINEERING
INSTITUTE IS FURNISHED ON AN “AS-IS" BASIS. CARNEGIE MELLON UNIVERSITY
MAKES NO WARRANTIES OF ANY KIND, EITHER EXPRESSED OR IMPLIED, AS TO ANY
MATTER INCLUDING, BUT NOT LIMITED TO, WARRANTY OF FITNESS FOR PURPOSE OR
MERCHANTABILITY, EXCLUSIVITY, OR RESULTS OBTAINED FROM USE OF THE MATERIAL.
CARNEGIE MELLON UNIVERSITY DOES NOT MAKE ANY WARRANTY OF ANY KIND WITH
RESPECT TO FREEDOM FROM PATENT, TRADEMARK, OR COPYRIGHT INFRINGEMENT.

Cigital, Inc. Copyright
Copyright © Cigital, Inc. 2005-2007. Cigital retains copyrights to this material.

Permission to reproduce this document and to prepare derivative works from this document for internal use
is granted, provided the copyright and “No Warranty” statements are included with all reproductions and
derivative works.
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For information regarding external or commercial use of copyrighted materials owned by Cigital, including

information about “Fair Use,” contact Cigital at copyright@cigital.com1.

The Build Security In (BSI) portal is sponsored by the U.S. Department of Homeland Security (DHS),
National Cyber Security Division. The Software Engineering Institute (SEI) develops and operates BSI. DHS
funding supports the publishing of all site content.

Joint CMU & IEEE Copyright
Copyright © Carnegie Mellon University and IEEE 2005-2010.

This material may be reproduced in its entirety, without modification, and freely distributed in written or
electronic form without requesting formal permission.  Permission is required for any other use.  Requests

for permission should be directed to the Software Engineering Institute at permission@sei.cmu.edu1.

The Build Security In (BSI) portal is sponsored by the U.S. Department of Homeland Security (DHS),
National Cyber Security Division. The Software Engineering Institute (SEI) develops and operates BSI. DHS
funding supports the publishing of all site content.

NO WARRANTY

THIS MATERIAL OF CARNEGIE MELLON UNIVERSITY AND ITS SOFTWARE ENGINEERING
INSTITUTE IS FURNISHED ON AN “AS-IS" BASIS. CARNEGIE MELLON UNIVERSITY
MAKES NO WARRANTIES OF ANY KIND, EITHER EXPRESSED OR IMPLIED, AS TO ANY
MATTER INCLUDING, BUT NOT LIMITED TO, WARRANTY OF FITNESS FOR PURPOSE OR
MERCHANTABILITY, EXCLUSIVITY, OR RESULTS OBTAINED FROM USE OF THE MATERIAL.
CARNEGIE MELLON UNIVERSITY DOES NOT MAKE ANY WARRANTY OF ANY KIND WITH
RESPECT TO FREEDOM FROM PATENT, TRADEMARK, OR COPYRIGHT INFRINGEMENT.

Pearson Education, Inc. Copyright
This material is excerpted from Secure Coding in C and C++, by Robert C. Seacord, copyright © 2006 by

Pearson Education, Inc., published as a CERT® book in the SEI Series in Software Engineering. All rights
reserved. It is reprinted with permission and may not be further reproduced or distributed without the prior
written consent of Pearson Education, Inc.

Praxis High Integrity Systems Ltd. Copyright
Copyright © Praxis High Integrity Systems Ltd., 2006.

Permission to reproduce this document and to prepare derivative works from this document for internal use
is granted, provided the copyright statement is included with all reproductions and derivative works.

For inquiries regarding reproducing this document or preparing derivative works of this document for
external or commercial use, please contact Praxis High Integrity Systems Ltd. at info@praxis-his.com.

Secure Software Copyright
Copyright © Secure Software, 2006.

Permission to make digital or hard copies of all or part of this work for nonprofit or classroom use is
granted without fee provided that copies are not made or distributed for profit or commercial advantage
and that copies bear this notice, name of article, Introduction to the CLASP Process, article author, Dan
Graham, name of Company by Secure Software and Copyright 2006 on the first page. To copy otherwise,
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or republish, to post on other servers or to redistribute to lists, requires prior specific permission and/
or a fee. For information regarding such specific permission and/or fees, contact Secure Software at

info@securesoftware.com1.
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